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#### Abstract

Establishing entanglement between two remote systems by the method of entanglement swapping is an essential step for a long-distance quantum network. Here we report a field-test entanglement swapping experiment with two independent telecommunication band entangled photon-pair sources over an optical fiber network in Hefei. The two sources are located at two nodes that are 12.5 km apart and the Bell-state measurement is performed at a third location which is connected to the two source nodes with $14.7-\mathrm{km}$ and $10.6-\mathrm{km}$ optical fibers, respectively. The observed average visibility is $79.9 \pm 4.8 \%$, which is sufficient for the violation of Bell inequalities. Furthermore, with the swapped entanglement, we demonstrate a source-independent quantum key distribution, which is also immune to any detection attacks at the measurement site.
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Entanglement swapping [1] was first proposed to provide an event-ready entanglement for Bell tests [2,3]. Two particles, each of which is half of an entangled pair, become entangled by performing a joint Bell state measurement (BSM) on the other two halves of the entangled pairs [1]. It can be also treated as a more general quantum teleportation [4], since a mixed state instead of a pure state is teleported in an entanglement swapping. Notably, compared to quantum teleportation, a unique feature of entanglement swapping is that the two initially independent particles become entangled without any direct interaction. Besides its interest for the fundamental study of quantum theory, entanglement swapping, together with quantum memory and entanglement distillation, offers a quantum repeater technique $[5,6]$ that provides a mean to establish entanglement over long distances. A quantum repeater is an essential element in a quantum network, where the shared entanglement can be used for various tasks, such as quantum key distribution (QKD) [7], teleportation [4], and quantum computing [8].

For all these purposes in a quantum network, it is critical that the entangled pairs are created independently in spatially separated nodes and interfere with each other after transmission. To date, photons are known to be the most suitable carriers to transmit quantum information due to their flying nature and robustness against decoherence. Since the mid1990s, various photonic entanglement swapping experiments have been demonstrated [9-15]. However, in most of the

[^0]previous demonstrations of entanglement swapping, the two entangled photon-pair sources were pumped by the same femtosecond laser and placed close to each other [9,10]. The two sources should be synchronized to achieve interactions between photons generated at distant nodes. Pioneering studies have been conducted to synchronize two sources that are pumped independently in a laboratory [11-13,16]. Due to difficulties in guaranteeing the indistinguishability of the photons after they are transmitted through a realistic channel, a field test of entanglement swapping with independent sources has only recently been realized [17]. The wavelength of the photons used in this study was 637 nm , which makes it difficult to extend the transmission distance to long distances because of losses in the optical fiber.

Here we employ telecommunication band time-bin entangled photon-pair sources and realize entanglement swapping with two independent sources separated by 12.5 km , as shown in Fig. 1. Time-bin entangled photon-pairs can be generated by pumping a nonlinear media with two consecutive laser pulses with well-defined relative phases. Usually, the two consecutive laser pulses are created by passing a laser pulse through an unbalanced Mach-Zehnder interferometer (MZI) [10,18]. In our experiment, both Alice and Bob use an electro-optic modulator (EOM) to directly carve a continuous wave (CW) laser beam emitted by a distributed feedback laser diode into two consecutive pulses. The time delay between the two pulses is $\tau=1 \mathrm{~ns}$, which is much smaller than the coherent time of the CW laser $(\sim 300 \mu \mathrm{~s})$. Therefore, the relative phase between the two laser pulses is $\theta=2 \pi \nu \tau$, where $\nu$ is the frequency of the CW laser. After being amplified by an erbium-doped fiber amplifier and filtered by cascaded dense wavelength division-multiplexing (DWDM) filters to remove


FIG. 1. Bird's-eye view and schematic of entanglement swapping in the Hefei optical fiber network. The locations of Alice (Hefei Innovation Industrial Park), Bob (University of Science and Technology of China), and Eve (Hefei Software Park) are marked on the satellite image. Alice and Bob are separated by 12.5 km and connected to Eve using 14.7-km and $10.6-\mathrm{km}$ deployed optical fibers, respectively. Both Alice and Bob prepare time-bin-entangled photon pairs, measure the idler photons, and send their twin signal photons to Eve for BSM. The synchronization signals (Sync) are generated by Eve and then distributed to Alice and Bob through the optical fibers. The single photons and strong laser pulses are transmitted in different optical fibers, represented by the yellow line and purple lines, respectively.
the amplified spontaneous emission noise photons, the two laser pulses are fed into a $300-\mathrm{m}$-long dispersion shifted fiber cooled by liquid nitrogen, where a photon pair can be generated via the four-wave-mixing process. The quantum state of the photon pair is a superposition of two-photon states with different emission times denoted by $t_{0}$ and $t_{1}$, respectively, $|\phi\rangle=\frac{1}{\sqrt{2}}\left(\left|t_{0}, t_{0}\right\rangle+e^{2 i \theta}\left|t_{1}, t_{1}\right\rangle\right)$.

The created photon-pairs are fed into another set of cascaded DWDM filters to single out paired idler photons $(1,555.73 \mathrm{~nm})$ and signal photons $(1,549.36 \mathrm{~nm})$ with pump photons suppressed by 115 dB . The signal photons are sent to Eve for a partial BSM by interfering them on a 50:50 beam splitter (BS). Therefore, the signal photons from Alice and Bob should be indistinguishable in degrees of freedom, such as spatial mode, polarization, spectrum, and temporal mode. The fact that all the photons are generated and transmitted in a single mode fiber guarantees the spatial indistinguishability. Each input port of the BS is equipped with an electroniccontrolled polarization controller to automatically calibrate the polarization of photons. To make the signal photons have identical spectra and the same single temporal mode, both the signal photons and the idler photons are further filtered with fiber Bragg gratings with a bandwidth of 4 GHz . This value is approximately half that of the pump pulses, which means that, in theory, the state purity of the signal photons is $99.4 \%$.

In addition, the interference also requires a temporal overlap of the two signal photons on the BS. To synchronize the two sources, Eve generates driven signals for the two sources and distributed them to the two sources through optical fibers. She uses a microwave generator to provide a $12.5-\mathrm{GHz}$ clock for a pulse pattern generator (PPG), which drives an EOM to carve a CW laser into pulses with a repetition rate of 300 MHz . The pulse width is approximately 75 ps , which is determined by
the minimum pulse width of the PPG. After passing through an unbalanced MZI with a 1-ns path difference, each laser pulse is split into two consecutive laser pulses. Then the laser pulse train is sent to Alice and Bob through optical fiber and detected using $45-\mathrm{GHz}$ photodetectors to generate driving signals for their EOMs. As a field test, even if the two sources are synchronized, the arrival time of the signal photons fluctuates because the length of the optical fiber changes dramatically due to influences in the real world. Eve monitors the arrival times of the signal photons and automatically compensate the relative delay between the arrival times using a variable delay line. This synchronization scheme is valid as long as Alice and Bob can generate pump laser pulses with pulse widths smaller than the coherent time of the photon pairs. Therefore, one of the limitations of the maximum synchronization distance is the chromatic dispersion. The scheme with driven signals distributed by a third party between the two sources can double the maximum synchronization distance compared to that used in Ref. [18]. Note that the chromatic dispersion can be compensated by using a dispersion compensating fiber and a chirped fiber Bragg grating so this configuration is feasible for synchronizing independent sources separated by 100 km .

In the BSM, Eve only discriminates the Bell state $\left|\Psi^{-}\right\rangle_{s}^{A, B}=\frac{1}{\sqrt{2}}\left(\left|t_{0} t_{1}\right\rangle_{s}^{A, B}-\left|t_{1} t_{0}\right\rangle_{s}^{A, B}\right)$ with the two signal photons sent by Alice and Bob detected in difference output ports of the BS and in different time bins. As a result, the corresponding idler photons are projected to an entangled state $\left|\Psi^{-}\right\rangle_{i}^{A, B}=\frac{1}{\sqrt{2}}\left(\left|t_{0} t_{1}\right\rangle_{i}^{A, B}-\left|t_{1} t_{0}\right\rangle_{i}^{A, B}\right)$. Actually, the idler photons are measured immediately and locally after their generation, while the signal photons are transmitted through $14.7-\mathrm{km}$ and $10.6-\mathrm{km}$ optical fibers before being detected. Therefore, the entanglement between the idler photons is generated a posteriori [19].


FIG. 2. Fourfold coincidence count probabilities as a function of the phase of Alice's MZI. The error bars indicate one standard deviation calculated from measured counts assuming Poissonian detection statistics. Each data point is accumulated for more than 10 h . The visibilities of the fitted curve are $81.2 \pm 6.2 \%$ and $78.6 \pm 7.3 \%$ for measured results with $\phi_{B}=0$ and $\phi_{B}=\pi / 2$, respectively.

To verify successful entanglement swapping, Alice and Bob perform projection measurements on idler photons using two unbalanced MZIs with path differences of 1 ns . All the photons in our experiment are detected with superconducting nanowire single photon detectors (SNSPDs), and the detection signals are measured using time-to-digital converters (TDCs) with 4ps time resolutions. The TDCs are synchronized with $10-\mathrm{MHz}$ clocks generated at Eve's node and distributed to Alice and Bob through optical fibers (not pictured in Fig. 1). The fourfold coincidence counts of the detection results of the idler photons in Alice and Bob's nodes, and those of the signal photons at Eve's node, show a clear interference fringe, as shown in Fig. 2. The average visibility of the fitted curves is $79.9 \pm 4.8 \%$. This corresponds to a fidelity of $84.9 \pm 3.6 \%[F=(3 V+1) / 4]$ and infers a violation of the Clauser-Horne-Shimony-Holt Bell inequality by more than two standard deviations, provided the swapped photons are in the Werner state $[3,20]$.

The visibility allows the swapped entanglement to be used directly for some quantum communication purposes without further distillation. Indeed, we use the swapped entanglement as a resource to demonstrate QKD. The relative phase of the MZIs of Alice and Bob are set to 0 . Therefore, the idler photons are randomly detected in the time basis, $\left\{\left|t_{0}\right\rangle,\left|t_{1}\right\rangle\right\}$, and the energy basis, $\left\{\left(\left|t_{0}\right\rangle \pm\left|t_{1}\right\rangle\right) / \sqrt{2}\right\}$. Alice and Bob can extract a secure key from their local measurement results conditioned on the BSM outcomes following the Bennett-Brassard-Mermin92 protocol [21].

From the viewpoint of security, implementing entanglement swapping in QKD can remove many side channels in practice. Even though QKD can in principle provide informationtheoretical security, practical QKD systems suffer from sidechannel attacks that exploit the device imperfections. Recently, detector side-channel attacks have been removed by employing the measurement-device-independent (MDI) QKD protocol [22]. However, potential loopholes still exist on the source side. For instance, if the photon source is not well prepared according to the security proof model, source attacks would be

TABLE I. The number of sifted key bits $(N)$ and the error rate $\left(e_{b}\right)$. The superscripts $e, t$, and tot denote values in the energy basis, time basis, and both of them together, respectively.

| $N^{\text {tot }}$ | $N^{e}$ | $N^{t}$ | $e_{b}^{e}$ | $e_{b}^{t}$ | $e_{b}^{\text {tot }}$ |
| :--- | :---: | :---: | :---: | :---: | :---: |
| 5096 | 2485 | 2611 | 0.09980 | 0.09575 | 0.09772 |

possible [23]. In our QKD setting, the local measurements of Alice and Bob can be treated as preparing the quantum states of the photons by measuring their paired photons. The security of the final key does not rely on how faithful Eve performs the BSM or announces the results. Hence, this is essentially an MDIQKD. Moreover, the local detection systems on Alice and Bob's sides are disconnected from the quantum channels via entangled photon sources. Eve cannot get aware of the local measurements. In fact, an entangled source can be used as a basis-independent source [24,25]. Therefore, our QKD setting enjoys both MDI and source-independent security properties.

Following the security proof from Koashi and Preskill [24], the final key rate is given by

$$
\begin{equation*}
R \geqslant Q\left[1-f H\left(e_{b}\right)-H\left(e_{p}\right)\right], \tag{1}
\end{equation*}
$$

where $Q$ is the sifted key rate; $f$ is the error correction efficiency (we use $f=1.16$ here); $e_{b}$ and $e_{p}$ are the bit and phase error rates, respectively; and $H(x)=-x \log _{2}(x)-(1-$ $x) \log _{2}(1-x)$ is the binary entropy function. The estimation of the phase error rate is the key to the security analysis [26]. Due to the symmetry between the complementary bases, the phase error rate of one basis can be estimated from the bit error rate of the other basis. The details of the analysis are shown in the Appendix A.

The experimental data were accumulated for 89 h , and the results are shown in Table I and Fig. 3. The total number of bits of the sifted key is 5096 . The error rate in the energy basis is consistent with the average visibility of the correlation fringe according to the relation $e=(1-V) / 2$. Due to the slight difference between the error rates of sifted key in the two bases, the secure key rates were evaluated for the two bases separately. In postprocessing, we applied the Gottesman-Lo security analysis method using two-way classical communication [27]. See the Appendix B for details. As shown in Fig. 3(b), 118 bits of secure key were distilled from the sifted key.

In our experiment, the average photon-pair number per two consecutive pump pulses was approximately 0.03 , which upper-bounded the visibility to approximately $84 \%$. The rest of the degradation can be attributed to the imperfection of the synchronization and the devices, such as BS and MZIs. As our system was automatically stabilized, we can decrease the intensity of the entangled photon pairs and extend the measurement time if higher visibility is required. The count rate is limited by the intensity of the photon-pairs, detection efficiency, and the loss of the sources. The detection efficiency of the SNSPDs was about 0.65 in Eve's node and 0.5 in the other two nodes with dark count rates of approximately 100 Hz . The insertion loss of filters with is about 10 dB for each path. Note that the count rate can be improved by using state-of-the-art devices instead of commercial ones. Moreover, compared to the laboratory experiments, the count rate in our experiment is further decreased by the transmission losses in


FIG. 3. Experimental results. (a) Sifted key in the time basis (T) and the energy basis (E) per hour, with the numbers of wrong (W) and correct (C) bits. (b) Secure key rate per sifted key with one B step of the entanglement swapping based QKD as well as the simulation result. The circle and star correspond to the experimental result in the energy basis ( 60 bits) and the time basis ( 58 bits), respectively. In the simulation, $N^{e}=N^{t}=2500$ and $e_{b}^{e}=e_{b}^{t}$.
the optical fiber, which is approximately 3 dB for the Alice-Eve link and 6 dB for the Bob-Eve link.

In conclusion, we have realized entanglement swapping with two independent entangled photon-pair sources 12.5 km apart and experimentally demonstrated QKD with the swapped entanglement. The QKD experiment with this scheme enjoys both MDI and source-independent security properties. We need to point out that the security of such a scheme is not fully device-independent, which requires extremely high detection efficiencies [28-30]. The underlying security assumption is that Alice and Bob's local detector efficiencies are independent of the basis choices [31], which offers basis-independent sources [24,25]. This assumption can be guaranteed when the entangled source is single-mode or the local measurement device follows the squashing model [32]. Therefore, our QKD experiment is immune to attacks aimed at the time-energy based Bell inequality test [33], which makes use of the postselection loophole in the Franson-type Bell test [34].

The detection rate in our experiment is not high enough for practical application of QKD. This can be improved by using SNSPDs with higher detection rate, increasing the repetition rate of the system and reduce the loss in our experiment. However, an ultimate method to solve this problem is quantum repeater, which requires entanglement swapping combining with quantum memories [5,6]. Note that our setup can be directly coupled with the Erbium-doped quantum memory [35].
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## APPENDIX A: PHASE ERROR RATE ESTIMATION

In postprocessing, the phase error rate of one basis can be estimated by the bit error rate of the other basis. Here we take the time basis for example to show how to estimate phase error rate. The analysis for the energy basis is the same. Due to the symmetry between the time and energy bases, in the large-datasize limit, the phase error rate in the time basis, $e_{p}^{t}$, equals the bit error rate of the energy basis, $e_{b}^{e}$,

$$
\begin{equation*}
e_{p}^{t}=e_{b}^{e}=E \tag{A1}
\end{equation*}
$$

where $E$ is the quantum bit error rate in the energy basis. Considering the statistical fluctuation, there exists a gap between $e_{b}^{e}$ and $e_{p}^{t}$. The random sampling method provides an upper bound for this gap with a fixed failure probability $\epsilon$ [36,37]; in our security analysis, $\epsilon=10^{-10}$. Here the Serfling inequality [38] is applied to estimate this gap. The upper bound for $e_{p}^{t}$ is as follows:

$$
\begin{equation*}
e_{p}^{t} \leqslant e_{b}^{e}+g\left(\epsilon, n_{e}, n_{t}\right) \tag{A2}
\end{equation*}
$$

where $g\left(\epsilon, n_{e}, n_{t}\right)$ is the function of failure probability $\epsilon$, sample size $n_{e}$, and the other basis population size $n_{t}$.

Considering a finite list of values $x_{1}, \ldots, x_{N}$, for any $i, x_{i} \in$ [ $a, b], n$ is the sample size and $N$ is the population. $X_{1}, \ldots, X_{n}$ are the values of chosen sample, $S_{n}$ is the summation of them, $S_{n}=\sum X_{i}, \mu=\frac{\sum_{1}^{N} x_{i}}{N}$ is the total average value, and $f_{n}^{*}=$ $n-1 / N$ is the sampling fraction. For $k>0$, we have

$$
\begin{align*}
& P_{n}(k)=P\left(n \mu-S_{n} \geqslant n k\right) \\
& P_{n}(k) \leqslant \exp \left[\frac{-2 n k^{2}}{1-f_{n}^{*}}(b-a)\right] \tag{A3}
\end{align*}
$$

In our case, $e_{p}^{t}=\mu ; e_{b}^{e}=S_{n} / n ; a=0 ; b=1 ; n_{e}$ and $n_{t}$ are the numbers of raw key for energy basis and time basis, respectively; $N=n_{e}+n_{t}$ is the total raw key, and thus

$$
\begin{equation*}
\operatorname{Pr}\left(e_{p}^{t} \geqslant e_{b}^{e}+k\right) \leqslant \exp \left[-k^{2} \frac{2 n^{e}\left(n^{e}+n^{t}\right)}{n^{t}+1}\right] \tag{A4}
\end{equation*}
$$

Consequently, the upper bound for $e_{p}$ is

$$
\begin{equation*}
e_{p}^{t} \leqslant e_{b}^{e}+\sqrt{\frac{\left(n^{t}+1\right) \log (1 / \epsilon)}{2 n^{e}\left(n^{e}+n^{t}\right)}} \tag{A5}
\end{equation*}
$$

and

$$
\begin{equation*}
g\left(\epsilon, n_{e}, n_{t}\right)=\sqrt{\frac{\left(n^{t}+1\right) \log (1 / \epsilon)}{2 n^{e}\left(n^{e}+n^{t}\right)}} \tag{A6}
\end{equation*}
$$

## APPENDIX B: B-STEP TWO-WAY CLASSICAL COMMUNICATION

In Shor and Preskill's [26] security proof, the maximal tolerable error rate is only $11 \%$ with one-way classical communication (1-LOCC). In some practical cases, the bit error rate may be higher, or close to $11 \%$. It is too high to generate keys. Gottesman and Lo's security proof [27] shows that QKD with two-way classical communication can tolerate a much higher bit error rate than that with 1-LOCC. Thus we apply the B step method to perform two-way classical communication and the final key rate after one B
step is

$$
\begin{equation*}
R \geqslant \frac{p_{s}}{2} Q\left[1-f H\left(e_{b}^{\prime}\right)-H\left(e_{p}^{\prime}\right)\right] \tag{B1}
\end{equation*}
$$

where $e_{b}^{\prime}$ and $e_{p}^{\prime}$ are the bit error rate and phase error rate after a B step, respectively, and $p_{s}=e_{b}{ }^{2}+\left(1-e_{b}\right)^{2}$.

Classically, a B step involves random pairing of the key bits. The strings $x_{1}, x_{2}$ are on Alice'side and $y_{1}, y_{2}$ are on Bob'side. Both Alice and Bob announce the parities, $x_{1} \oplus x_{2}$, $y_{1} \oplus y_{2}$. If their parities are the same, then they keep $x_{1}, y_{1}$; otherwise, they discard all of them. Note that at least half of the raw keys are discarded. After a B step, the bit error rate $e_{b}^{\prime}$ and the upper bound for phase error rate $e_{p}^{\prime}$ [39] becomes

$$
\begin{align*}
& e_{b}^{\prime}=\frac{e_{b}^{2}}{p_{s}}  \tag{B2}\\
& e_{p}^{\prime} \leqslant 2 \frac{e_{p}\left(1-e_{p}-e_{b}\right)}{p_{s}}
\end{align*}
$$
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